
HIPAA POLICY
NOTICE OF PRIVACY PRACTICES

This notice describes how medical information about you may be used and disclosed and how you
can get access to this information. Please review it carefully.

The Health Insurance Portability & Accountability Act of 1996 (HIPAA) is a federal program that
requires that all medical records and other individually identifiable health information used or disclosed
by us in any form, whether electronically, on paper, or orally, are kept properly confidential. This Act
gives you, the patient, significant rights to understand and control how your health information is used.
We are required by law to maintain the privacy of your protected health information and to provide you
with notice of our legal duties and privacy practices with respect to protected health information. HIPAA
provides penalties for covered entities (e.g., providers) that misuse personal health information.

As required by HIPAA, we have prepared this explanation of how we are required to maintain the privacy
of your health information and how we may use and disclose your health information. In general,
whenever a disclosure is made, only the minimum information necessary to fulfill the request should be
included. Disclosures for treatment purposes are not limited to this minimum necessary standard, because
other health care providers need access to the full record and/or full and complete information in order to
provide quality care.

Treatment means providing, coordinating, or managing health care and related services, by one or more
health care providers. An example of this would include a physical examination.
Payment means such activities as obtaining reimbursement for services, confirming coverage, billing or
collections activities, and utilization review. An example of this would be sending a bill for your visit to
your insurance company for payment.
Health care operations include the business aspects of running our practice, such as conducting quality
assessment and improvement activities, auditing functions, cost-management analysis, and customer
service. An example would be an internal quality assessment review.

We may create and distribute de-identified health information by removing all references to individually
identifiable information.

Subject to certain limitations in the law, I can use and disclose your protected health information without your
Authorization for the following reasons:
1. When disclosure is required by state or federal law, and the use or disclosure complies with and is

limited to the relevant requirements of such law.
2. For public health activities, including reporting suspected abuse, or preventing/reducing a serious threat

to anyone’s health or safety.



3. For health oversight activities, including audits and investigations.
4. For judicial and administrative proceedings, including responding to a court or administrative order.
5. For law enforcement purposes.
6. To coroners or medical examiners, when such individuals are performing duties authorized by law.
7. For research purposes, including studying and comparing the patients who received one form of care

versus those who received another form of care for the same condition.
8. Specialized government functions, including, ensuring the proper execution of military missions;

protecting the President of the United States; conducting intelligence or counterintelligence operations;
or, helping to ensure the safety of those working within or housed in correctional institutions.

9. For workers’ compensation purposes. Although my preference is to obtain an Authorization from you, I
may provide your health information in order to comply with workers’ compensation laws.

10. Appointment reminders and health related benefits or services. I may use and disclose your health
information to contact you to remind you that you have an appointment with me. I may also use and
disclose your health information to tell you about treatment alternatives, or other health care services or
benefits that I offer.

Any other uses and disclosures will be made only with your written authorization. You may revoke such
authorization in writing and we are required to honor and abide by that written request, except to the
extent that we have already taken actions relying on your authorization.

You have the following rights with respect to your protected health information, which you can exercise
by presenting a written request to the Privacy Officer:
1. The right to request restrictions on certain uses and disclosures of protected health information,

including those related to disclosure to family members or any other person identified by you. We
are, however, not required to agree to a requested restriction. If we do agree to a restriction, we
must abide by it unless you agree in writing to remove it.

2. The right to ask me not to use or disclose certain health information for treatment, payment, or
health care operations purposes. I am not required to agree to your request, and I may say “no” if I
believe it would affect your health care.

3. The right to request restrictions on disclosures of your health information to health plans for
payment or health care operations purposes if the health information pertains solely to a health care
item or a health care service that you have paid for out-of-pocket in full.

4. The right to ask me to contact you in a specific way (for example, home or office phone) or to send
mail to a different address, and I will agree to all reasonable requests.

5. The right to get an electronic or paper copy of your medical record and other information that I
have about you.

6. The right to request a list of instances in which I have disclosed your health information for
purposes other than treatment, payment, or health care operations, or for which you provided me
with an Authorization. I will respond to your request for an accounting of disclosures within 60
days of receiving your request. The list I will give you will include disclosures made in the last six
years unless you request a shorter time. I will provide the list to you at no charge, but if you make
more than one request in the same year, I will charge you a reasonable cost based fee for each
additional request.

7. The right to inspect and copy your protected health information as well as the right to amend your
protected health information. If you believe that there is a mistake in your health information, or
that a piece of important information is missing from your health information, you have the right to



request that I correct the existing information or add the missing information. I may say “no” to
your request, but I will tell you why in writing within 60 days of receiving your request.

8. The right to receive a copy of this Notice.
This notice is effective as of November 13, 2023 and we are required to abide by the terms of the Notice
of Privacy Practices currently in effect. We reserve the right to change the terms of our notice of Privacy
Practices and to make the new notice provisions effective for all protected health information that we
maintain. We will post and you may request a written copy of a revised Notice of Privacy Practices from
this office.

If you believe that your privacy rights have been violated, you may submit a complaint to this practice or to
the U. S. Department of Health and Human Services, Office of Civil Rights. To file a complaint with the
practice, submit the complaint in writing. You will not be penalized or retaliated against for filing a complaint
and your identity will be kept confidential.


